JUS-320 Topic 8 Vulnerability Threat Assessment- Critical Infrastructure Checklist and Analysis

Part I: Complete the Vulnerability Assessment of Critical Infrastructure Assets on a public location with which you are familiar. The word count for all of Part I should be 500-600 words.

1. Describe assets in the public location environment.
2. Describe the threats to assets in the public location environment (natural, man-made or accidental)
3. Rank your assets based on value. List only your top five assets.

|  |
| --- |
| Assets |
| 1. |
| 2. |
| 3. |
| 4. |
| 5. |

1. What types of (threatening) activities could occur, based on each of the five assets? Cite sources of examples of similar assets being threatened in similar settings.
2. Identify current protection measures in place for assets.

Part II: Create a threat assessment report that summarizes your findings. The word count for all of Part II should be 1,000-1,250 words. Include the following:

1. Write an historical background on the public space you assessed.
2. Explain which assets would require the most protection.
3. Explain weak and strong protection measures, and detail improvements that need to be made to eliminate the weak measures.
4. Provide an assessment of the recommended protection measures and why they are the best approach to strengthen the security of the environment.