Here is the first part of the assignment if you could make it merge well, iwould appreciate it. I might just start using you exclusively! 


 

Jersey Shore Clothing Store

The Advantages and disadvantage of taking a small business online by performing a SWOT analysis  provides  key issues that any company faces when it conducts international commerce that includes trust, culture, language, government, and infrastructure.   The businesses that operate on the Web that extends a company’s reach beyond traditional boundaries. Secondly, it attempts to explain the Web increases the speed and efficiency of business communications.   Finally, it looks at the law enforcement agencies that have difficulty combating the many type of online crime.

Some of the advantages of performing a SWOT analysis are strategic tools that businesses employ when they need to make decisions about new strategies, or evaluate their internal and external environments. SWOT analyses  explores the strengths, weaknesses, opportunities and threats of a business so they can gain a bigger picture of their advantages and disadvantages.Performing the SWOT help with knowing the competition, by performing a SWOT analysis, companies can evaluate who their competition is, and benchmark against them to configure strategies that will put the company in a competitive advantage.   SWOT analysis is a good decision-making tool that provided well-rounded information that prompt well-informed decisions.   SWOT analyses allow companies to forecast.  Forecasting allows companies to prepare for thing like economic, downfalls, worst-case scenarios or returns on investments.  

Two main strengths of expanding a business online are the ability to sell products 24 hours a day every day of the year and the low cost of expansion. With an actual store, a business is limited to selling products only the hours they are able to keep the store open.   When a store is not able to be open, there is the possibility that a customer might move on and spend their money elsewhere.   However, if the customer knows they can make purchases online, they might go home and purchase the product rather than just go to another store and possibly spend any money they have at their disposal leaving nothing to come back. Small Business online Website Weaknesses

·  The outdated website: You have a website that was built a few years ago and no one has looked at it. It contains outdated information and there are even results in Google that go to content that isn’t on the website anymore.

·  Website not being found on Google

·  No statistics on how many visitors you are getting, what the bounce rate is or what content is the most effective

·  No ability to collect online payment via credit card, Google pay or Paypal to allow customers to transact when they are ready to purchase

·  Not providing fresh updates or content via social media

·  Not using your email database effectively on a regular basis to offer your customers meaningful content or offers that appeal to them

·  Not knowing how many emails are read or if they clicked on links in the email

Advantages and Disadvantages of Opportunities to start small business online

Owning a company gives the opportunity to work in a field we enjoy. Owning your own small business allows us to create and contribute, which gives us personal satisfaction. Most entrepreneurs working in a field they enjoy also bring their expertise, which allows them to offer innovative products and services to customers. Owning a business gives us the power to control how active we are in the business. We can participate in every step of the decision-making process, or we can hire competent people to make decisions in the best interest of the company. Many business owners work long and erratic hours, and some people view this as a disadvantage. Work schedules are the most grueling for new business owners, because they usually handle time-consuming administrative tasks. The responsibility of running the business ultimately rests upon your shoulders, so you may experience days when you need to stay in the office until the task is complete.

The main disadvantage of owning a business is that we must incur financial risk. Whether we used our own savings or borrowed money for startup costs, the money invested in your company is at risk. Some companies go out of business and cause business owners to lose their initial investment or default on business loans. Even with a solid business plan, economic volatility can cause your business to lose money and eventually close for good.

Threat
Most of the online businesses don't believe online criminals will target them, and it's true that most never will be a victim of an extortion threat as Endless Wardrobe was. But they can't count on their smaller size keeping them out of harm's way. For example : Denial-of-service attacks that take down websites to Trojans that empty bank accounts, there are a multitude of attacks that most SMBs don't know about and aren't prepared for.

Small businesses are more prone to attack because they have less resources to maintain their defenses (Report McAfee, 2007). Many of them are online and mobile-connected, and if they lose those benefits, then they lose their business. The best defense is to be aware of the threats and create security policies to deal with them.

2. Because the Internet connects computers all over the world, any business that engages in e-Commerce instantly becomes an international business. The key issues that any company faces when it conducts international commerce include trust, culture, language, government, and infrastructure. Explain how you would address each of these issues. 

If I would engage my local Jersey Shore boardwalk clothing store in e-Commerce that would mean it would be accessible to people in other countries.  Having my business accessible to other countries means that I would need to gain their trust; if I want to gain their trust, I’d have to start by proving to them that we have excellent customer service and fast shipping.  We’d have to do this by enabling feedback and reviews on our website.  This will allow for people in other countries (and even in the U.S.) to develop trust by reading what others have to say through feedback. I believe our store would go over well in places like Australia and other countries along the coasts with beaches or who are known for their beaches.  Our merchandise might not go over so well with the culture in places like Russia (where it’s cold) and the Middle East (no ocean coast).

  As far as language goes, we could have links to our website in multiple languages.  I have seen this with other websites.  Typically these websites have the option to pick from a select few languages to view the site in.  The languages seem to be languages of the nationalities that would have the most interest in the specific website or brand or type of merchandise the website is selling.

  Governments in other countries sensor a lot of Internet content and restrict e-Commerce because they don’t want certain types of products being sold in their country.

  Infrastructure goes hand-in-hand with government because the telecommunication s industry is either government owned or heavily regulated by the government.  These regulations inhibit the development of the telecommunications infrastructure and limited the expansion of it to a size that cannot support Internet packed data traffic.  Due to this few people spend time actually surfing the Internet to shop for a product like we do here.  The people in these countries have a web browser that only allows a person to navigate to a specific site that they know offers the product they are looking for.  What this would mean for my company is that we would need to advertise using traditional media (i.e. billboards, TV, etc.) to get the word out about my company so that people in other countries can go straight to my website.  Also, some governments provide assistance to companies that want to do international business on the Internet.  For example, the government of Argentina has the Fundacion  Invertir website to provide information to companies who want to do business there.  The United States Commercial Service also has a portal for U.S. companies that want to sell to non-U.S. countries called BuyUSA.com.

3. Businesses that operate on the Web must comply with the same laws and regulations that govern the operations of all businesses, but they face two additional complicating factors as they try to comply with the law. First, the Web extends a company’s reach beyond traditional boundaries. Second, the Web increases the speed and efficiency of business communications. Explain how you would overcome these complicating factors that come with e-Commerce in order to comply with the law. 

The Internet extends a company’s reach beyond traditional boundaries, which makes a company become subject to many more laws more quickly than a business at a physical location.  The Internet also increases the speed and efficiency of business communications.  Internet businesses that breach ethical standards or violate the law potentially face rapid and intense reactions from numerous customers and other stakeholders who become aware of the businesses’ activities.

In order to overcome these complicating factors in order to comply with the law, I’d set up some type of a contract and/or terms of agreement that the customer has to acknowledge before signing up or buying from my website that way there is no conflict.  If I chose to sell and ship to just the United States, I could also do that.  But at the same time I could look to federal laws for guidance as opposed to just the state laws.

Another thing that would need to be considered when opening a business online is sales tax.  Different countries and even different states charge different percentages for sales tax.  That’s why I would have an option for a customer to put in a zip code, country or state to electronically determine how much sales tax they will be paying.

4. Law enforcement agencies have difficulty combating many types of online crime. Describe 2 online crimes prevalent in e-Commerce and what you would do to prevent these crimes. 

Two online crimes that are prevalent in e-Commerce are hacking and fraud.  Many times, these two go hand-in-hand. Hackers will target online stores and businesses that don’t have a lot of security or fire walls built into their website. There are various reasons why hackers would do this:  to put a virus on the website so that whoever visits the website will get a virus; to just mess around and change the way the website looks and to confuse people; or to install a hacking program that gathers personal customer information such as names, credit card and social security numbers.  This is where fraud comes into play because hackers will hack into a website and use a hacking program that gathers information in the background.  Now the hacker has hundreds of credit card numbers to use!  

Identity theft happens this way as well.  A lot of times it’s not just the hackers you have to worry about; sometimes it’s the actual company running the website.  That’s why it’s very important to be very careful what websites to buy goods from online.  It’s ideal to check the bottom of the website for indications that it’s a legitimate and secure company.  Typically there will be Better Business Bureau icon, TRUSTe  icon, or another type of similar icon down at the bottom of the website or anywhere on the website indicating that it’s a legitimate site.  However, not all websites will have those icons such as eBay.  That’s why it’s just best to stick with well-known reputable websites when it comes to e-Commerce.

There isn’t much that could prevent these two crimes from happening.  For each new type of fire wall or security system put on a website, skilled hackers will find a way around it.  That’s why these crimes are so difficult to control and prevent, and they happen every day, every second.
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